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Czego dotyczy akt o ustugach cyfrowych
(Digital Services Act — DSA)?

Platformy internetowe odgrywajg wazna role w codziennym zyciu dzieci i
mtodziezy, zaréwno jako miejsce spotkan ze znajomymi, ogladania filméw, grania

w gry, jak i zdobywania wiedzy czy rozwijania pasji. Korzystanie z internetu wigze /
sie jednak rdwniez z zagrozeniami. Wsrod nich znajdziemy m.in.: \ /
¢
» doswiadczanie przykrych sytuacji w sieci, (C_

» nawigzanie kontaktu z osobami, ktére majq zte intencje,

» narazenie na szkodliwe tresci, ktdre mogq wywotac
dyskomfort, strach lub niepokdj,

» poczucie przymusu, by cos kupic,

» udziat w ryzykownych wyzwaniach,

» trudnos¢ z odtozeniem telefonu lub
wytgczeniem konsoli.

Aby zwiekszy¢ bezpieczenstwo w internecie, w 2022 r. Unia Europejska (UE)
uchwalita akt o ustugach cyfrowych. Akt ten ma zastosowanie do platform
internetowych (europejskich i nieeuropejskich) dostepnych na terenie UE. Ma on
na celu zapewnienie wszystkim uzytkownikom internetu - w tym dzieciom

i mtodziezy - ochrony przed powyzszymi i innymi zagrozeniami oraz ochrone
praw podstawowych w internecie.

Wszystkie platformy internetowe musza przestrzegac
tego aktu prawnego i dbac o bezpieczenstwo
uzytkownikow korzystajacych z nich na terenie UE.



https://digital-strategy.ec.europa.eu/pl/policies/digital-services-act-package
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W jaki sposob akt o ustugach cyfrowych
chroni dzieci i mtodziez w internecie

Na podstawie aktu o ustugach cyfrowych platformy internetowe
musz3a zapewni¢ matoletnim wysoki poziom prywatnosci,
bezpieczenstwa i ochrony podczas korzystania z oferowanych przez
nie ustug. Oznacza to, ze dzieci i mtodziez powinny mie¢ poczucie, ze sg
chronione i bezpieczne podczas korzystania z aplikacji, mediow
spotecznosciowych i gier, ktore podlegajg przepisom tego aktu. Najwieksze
platformy, ktére majg ponad 45 min uzytkownikéw w UE, takie jak TikTok,
Instagram i Snapchat, majg obowigzek rozpoznawania i oceniania sytuacji,
ktore potencjalnie moga negatywnie wptywac na dzieci i mtodziez
korzystajace z ich ustug.

W lipcu 2025 r. Komisja Europejska
opublikowata wytyczne dotyczace
ochrony matoletnich, ktorych celem

¢

Services Act (DSA)
explained

Measures to protect children
and young people online

P R

Chcesz dowiedzie¢
sie wiecej

o akcie o ustugach
cyfrowych?

jest utatwienie wszystkim platformom
zrozumienia, jakie kroki trzeba podjac,
aby zapewni¢ dzieciom i mtodziezy
przyjazne i bezpieczne srodowisko
online. Niniejsza broszura wyjasnia, na
czym polegaja te wytyczne.

Oto co znajdziesz w srodku

Przeczytaj te
broszure na temat

dziatan chronigcych
dzieci i mtodziez
w internecie.

1. Kto musi przestrzega¢ wytycznych w zakresie ochrony matoletnich
2. Jakie sg najwazniejsze zatozenia
3. Zalecenia
a. Ocena ryzyka: kazda platforma wiaze sie z innymi zagrozeniami
b. Kontrola wieku: w jaki sposob platformy sprawdzajg wiek uzytkownikow

c. Rejestracja: poznanie zasad, praw i obowigzkdéw dla $wiadomego korzystania

d. Ustawienia konta: prywatnosc i bezpieczenstwo, ktére mozesz kontrolowac

e. Interfejsy: projektowanie platform w taki sposdb, aby byty proste i bezpieczne w uzyciu

f. Systemy rekomendagji i funkcje wyszukiwania: pomaganie dzieciom i mtodziezy w zachowaniu kontroli

g. Dziatania reklamowe: pomaganie dzieciom i mtodziezy w zrozumieniu, co jest promowane i sprzedawane

h. Moderacja: dbanie o bezpieczenstwo i wzajemny szacunek na platformach

i. Zgtaszanie: utatwianie zgtaszania problemow i uzyskiwania pomocy
j. Narzedzia dla rodzicow i opiekundw

4. Kto dba o przestrzeganie przepisow aktu o ustugach cyfrowych

5. Co dalej

Gdzie znajdziesz wiecej informacji i uzyskasz pomoc

Pamietaj, ze niniejsza publikacja ma charakter wytgcznie informacyjny i nie jest dokumentem prawnym.
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https://op.europa.eu/pl/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://digital-strategy.ec.europa.eu/pl/library/commission-publishes-guidelines-protection-minors
https://digital-strategy.ec.europa.eu/pl/library/commission-publishes-guidelines-protection-minors
https://op.europa.eu/pl/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/pl/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
https://op.europa.eu/pl/publication-detail/-/publication/f3556a65-88ea-11ee-99ba-01aa75ed71a1
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1. Kto musi przestrzegac wytycznych w zakresie ochrony matoletnich

Jesli z platformy korzystajq dzieci i mtodziez - lub jesli istnieje prawdopodobienstwo, ze moga
uzyskac do niej dostep - platforma musi przestrzegac postanowien aktu o ustugach cyfrowych
i wytycznych w zakresie ochrony matoletnich.

Strony internetowe przeznaczone dla dorostych nie moga jedynie zapisa¢ w swoich
requlaminach, ze ,0soby matoletnie nie mogg z nich korzystac¢”, a tym samym pomijac faktu,
ze dzieci i tak moga tam wejsc. Jesli istnieje prawdopodobienstwo, ze mtodsze osoby moga
uzyskac dostep do ich tresci, to platformy musza przestrzegac wytycznych aktu.

x

Platformy, do ktdrych odnosza sie wytyczne, to miedzy innymi:

» media spotecznosciowe (TikTok, Instagram,
Snapchat, Yubo, BeReal itp.),

» serwisy do udostepniania, streamowania
i ogladania filmow (YouTube, Twitch itp.)

» gry, w ktdre uzytkownicy mogq grac
i w ktérych mogg tworzy¢ wtasne tresci
(Roblox, Minecraft itp.),

g
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» wszystkie strony internetowe lub
aplikacje, ktére umoZliwiajg uzytkownikom
przegladanie, publikowanie
i udostepnianie tresci (Discord, Reddit itp.).
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Uwaga: DSA nie dotyczy ustug ani funkgji
prywatnych wiadomosci.
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2. Jakie sa najwazniejsze zatozenia

Wytyczne opierajg sie na trzech gtdwnych koncepcjach:

1.Prawa dzieci sa najwazniejsze

Platformy powinny szanowac prawa dzieci i zawsze kierowac
sie ich dobrem. Prawa te obejmuja;

» ochrone,

» brak dyskryminacji,

> wigczenie,

> prywatnosc,

» dostep do informacji i edukadji,
» wolnos¢ wypowiedzi,

» uczestnictwo.

Oznacza to projektowanie, tworzenie i zarzadzanie takimi
ustugami internetowymi, ktdre sg bezpieczne i zapewniajg
prywatnosc.

2.Bezpieczenstwo na etapie projektowania

Platformy nie powinny czekac az problemy sie pojawia.

Prywatnosc¢ i bezpieczenstwo podczas korzystania z ich ustug

powinny by¢ zapewnione od samego poczatku, a dostepne

funkcje dostosowane do réznych grup wiekowych i etapow

rozwoju dzieci. (

3. Zrozumienie potrzeb uzytkownikow

Platformy musza doktadnie przeanalizowac, w jaki sposdb
dzieci i mtodziez korzystajg z ich ustug oraz jakie zagrozenia
i problemy moga sie pojawic, na przyktad:

» cyberprzemoc,
» tresci, ktdre mogg byc nieodpowiednie dla ich wieku,

» zbyt dtugie korzystanie.

Nastepnie musza znalez¢ sposoby i wdrozy¢ rozwigzania,
ktore pomogg ograniczy¢ takie sytuacje.



3. Zalecenia

Przyjrzyjmy sie zaleceniom, ktorych platformy internetowe muszg przestrzegac,
aby chroni¢ dzieci i mtodziez w internecie.

a. Ocena ryzyka: kazda platforma wiaze sie z innymi zagrozeniami

Wytyczne zalecaja, aby platformy regularnie kontrolowaty, czy ich

tresci s bezpieczne i odpowiednie dla dzieci i mtodziezy, oraz aby

potrafity wyjasni¢, w jaki sposob dbajg o ich dobro. Oznacza to koniecznosc¢ '
wypracowania kompromisu miedzy:

» umoZliwieniem dzieciom i mtodziezy dzielenia sie tresciami,
pomystami i refleksjami,

» daniem im szansy na odkrywanie, zabawe i uczenie sie
nowych rzeczy w internecie...

.. a jednoczesnie dbaniem o ich bezpieczenstwo!

Po zidentyfikowaniu zagrozen platformy powinny reagowac, wprowadzajac
skuteczne rozwigzania - bez ograniczania mozliwosci i korzysci, jakie
dzieci mogg czerpac z internetu.

b. Kontrola wieku: w jaki sposob platformy
sprawdzaja wiek uzytkownikow

Aby zapewni¢ wieksze bezpieczenstwo platform i chroni¢ dzieci i mtodziez przed
treSciami, ktore nie s dla nich przeznaczone, konieczna jest wiedza, czy
uzytkownicy s3 w odpowiednim wieku, aby uzyskac dostep do danych tresci.

Tutaj pojawia sie kwestia kontroli wieku.

Kontrola wieku oznacza wykorzystanie narzedzi do:

» ustalenia lub oszacowania wieku uzytkownika lub

» potwierdzenia, czy dana osoba jest starsza lub
miodsza niz okreslony wiek.

Czy wiesz, ze...
Aby korzystac z aplikacji TikTok, Snapchat, Instagram, BeReal
i Steam, musisz mie¢ co najmniej 13 lat?




Rodzaje kontroli wieku

Istniejg trzy gtéwne sposoby sprawdzania wieku uzytkownika
przez platformy:

1. Wtasna deklaracja
Whpisujesz swojg date urodzenia lub klikasz ,Tak, mam
ukonczone 13 lat” lub ,Tak, mam ukonczone 18 lat”. Jest
to rozwigzanie szybkie, ale podatne na oszustwa, wiec nie
jest ono wystarczajaco skuteczne ani niezawodne.

2.0szacowanie wieku
Technologia pozwala oceni¢ Twoj wiek na podstawie
takich czynnikow, jak:

> analiza twarzy,

> styl pisania,
> Twoje zainteresowania.

Nie jest to rozwigzanie idealne - nie zawsze doktadnie
okresla wiek i moze narusza¢ Twoja prywatnosc.

3. Weryfikacja wieku
To najdoktadniejsza metoda. Weryfikacja wieku odbywa
sie na podstawie:

> oficjalnych dokumentoéw, takich jak paszport,

> zaufanych identyfikatoréw cyfrowych, takich jak
identyfikator rzadowy (np. PESEL) lub aplikacja
mObywatel czy europejski portfel tozsamosci cyfrowe;.

Ta ostatnia metoda zapewnia ochrone prywatnosci,
poniewaz uzytkownicy moga potwierdzi¢ swoj wiek bez
ujawniania zadnych innych danych osobowych.

) EU Digital Identity

Wallet

Czym jest europejski
portfel tozsamosci
cyfrowej? To bezptatna
aplikacja, ktora utatwi
mieszkancom Europy
(jej wprowadzenie
planowane jest

w 2026 r.):

» bezpieczne
przechowywanie
waznych dokumentow
w jednym miejscu,

» potwierdzanie
tozsamosci zardwno w
internecie, jak
i poza nim.

To cos w rodzaju
cyfrowego plecaka na
dowad osobisty i inne
wazne dokumenty.



https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
https://ec.europa.eu/digital-building-blocks/sites/spaces/EUDIGITALIDENTITYWALLET/pages/694487738/EU+Digital+Identity+Wallet+Home
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3. Zalecenia

Platformy internetowe powinny:

» wyjasniac, na czym polega sprawdzanie wieku, w sposéb
zrozumiaty dla dzieci i mtodziezy,

» pytac o wiek tylko wtedy, gdy jest to naprawde konieczne dla
zapewnienia bezpieczenstwa uzytkownikow,

» stosowac najprostsza metode, ktdra sie sprawdza, bez
proszenia o wiecej informacji niz to konieczne,

» dopilnowac, aby wszystkie metody sprawdzania wieku byty
doktadne, wiarygodne i trudne do obejscia,

» oferowac wiecej niz jedna metode, aby nikt nie byt wykluczony,

» umoZzliwi¢ uzytkownikom odwotanie sie, jesli ich wiek zostat
btednie oszacowany.

Jakiej metody powinny uzywac platformy?

Niskie
25
a5/
[Ty
Ustugi o wysokim ryzyku

Ustugi o srednim ryzyku np. platformy hazardowe, serwisy

Ustugi o niskim ryzyku np. niektare platformy randkowe i tresci dla dorostych, wszelkie
spotecznosciowe ryzykowne tresci przeznaczone dia 0séb
powyzej 18. roku Zycia
Zalecana metoda: Zalecana metoda:
o o . Zalecana metoda:
Inne srodki bezpieczenstwa Oszacowanie wieku lub e .
, o Weryfikacja wieku
mogg wystarczyc weryfikacja wieku

Kontrola wieku wydaje sie nieco skomplikowana, prawda? Ten
przewodnik na temat kontroli wieku pomoze Ci to lepiej zrozumiec.



https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers
https://better-internet-for-kids.europa.eu/en/age-assurance-guide/explainers

Czy aplikacja naprawde potrafi zweryfilowac Twoj wiek?

Tak! Komisja Europejska pracuje nad rozwigzaniem odpowiednim dla Ciebie!
W lipcu 2025 r. przedstawita koncepcje aplikacji do weryfikacji wieku

Zostata ona zaprojektowana tak, aby:

»  byta przyjazna dla uzytkownikow,
»  umoZzliwiata uzytkownikom udowodnienie, ze majg ukoriczone 18 lat,

»  nie wymagata podawania Zadnych innych danych osobowych.

Dzieki temu dostep do niektdrych tresci w internecie
bedzie bezpieczny i odpowiedni do wieku uzytkownikow.

* X %

* 2] [sose]
AGE o
VERIF'CAT'ON * e 18+ Age Verification

* *
*** \'

PROTOTYPE OF AN
AGE VERIFICATION APP

Ciekawi Cie podejscie UE do weryfikacji wieku?
Zeskanuj kod QR, aby dowiedziec sie wiecej!



https://digital-strategy.ec.europa.eu/pl/policies/eu-age-verification
https://digital-strategy.ec.europa.eu/pl/policies/eu-age-verification
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3. Zalecenia
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c. Rejestracja: poznanie zasad,
praw i obowigzkow dla swiadomego korzystania

Kiedy platforma prosi uzytkownikéw o zarejestrowanie sie, to jest to
dobry moment, by:

» udostepni¢ wazne informacje dotyczace
bezpieczenstwa,

» udzieli¢ wskazéwek edukacyjnych, 4

> upewnic sie, ze uzytkownik jest w odpowiednim wieku
do korzystania z ustugi.

Aby mdc to zrobi¢, platformy musza;

» jasno wyttumaczy¢, dlaczego rejestracja jest tak wazna
i jakie daje korzysci,

» zapewnic prosty i dostepny proces rejestracji,
zwitaszcza dla dzieci i mtodziezy ze specjalnymi potrzebami
lub niepetnosprawnosciami,

» unikac¢ zachecania do rejestracji 0s6b, ktore sq za mtode,

» umozliwi¢ dzieciom tatwe wylogowanie sie [ub usuniecie
konta w dowolnej chwilj,

» wykorzystac¢ moment rejestracji, by wyjasni¢ kluczowe
zabezpieczenia, takie jak:

> ustawienia prywatnosci,
>domyslne zabezpieczenia,
> narzedzia zgtaszania.

» pomagac dzieciom i mtodziezy zrozumiec:

> jakie narzedzia bezpieczenstwa sa dostepne,
>jak i gdzie szuka¢ pomocy w razie potrzeby.

\~ =8|
o

=
-4
w
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tylko tworzenie konta.

Rejestracja to nie

To takze szansa
dla platformy, aby
zapewni¢ mtodym

uzytkownikom
bezpieczny start
dzieki dostepowi
do informacji
i mozliwosci
samodzielnej
kontroli.




d. Ustawienia konta:
prywatnosc i bezpieczenstwo, ktore mozesz kontrolowac

Ustawienia konta moga pomdc dzieciom, mtodziezy i ich rodzicom
w kontrolowaniu ich aktywnosci w internecie — np. w zakresie tego, jakie dane
osobowe sa widoczne dla innych lub kto moze sie z nimi skontaktowac.

Poniewaz wiekszos¢ 0sob nie zmienia ustawien domyslnych, platformy musza
zadbac o to, aby od samego poczatku zapewniaty one prywatnosc,
bezpieczenstwo i ochrone.

Co powinny obejmowac domyslne ustawienia?

» Ograniczenie widocznosci i kontaktow: kontrole tego, kto moze
obserwowac dziecko lub nastolatka i kto moze wysytac
im wiadomosci.

» Domyslne wytaczenie funkji, z ktdrych korzystanie
moze wigzac sie z pewnymi ryzykami, takich jak:
> geolokalizacja,
> automatyczne odtwarzanie filmow,
> mikrofon i aparat,

> synchronizacja kontaktow,
> Sledzenie.

» Zapobieganie przeglgdaniu lub pobieraniu tresci
przez nieznajomych.

» Udostepnianie informacji kontaktowych (np. adresu e-mail lub
numeru telefonu) tylko za wyrazna zgoda.

» Zarzgdzanie powiadomieniami: wytaczenie powiadomien typu
»push” lub alertow od okreslonych uzytkownikéw lub aplikagji w nocy.

» Ograniczanie nadmiernego uzywania poprzez mozliwosc
wytgczenia takich funkgji, jak:
> liczniki polubien i reakji,
> funkcja ,...pisze”,
> potwierdzenie przeczytania wiadomosci.

» Ochrone zdrowia psychicznego: wytgczenie filtrow obrazow, ktore
mogq negatywnie wptywac na postrzeganie witasnego ciata lub
samoocene.

11



3. Zalecenia

Przekazanie kontroli dzieciom i mtodziezy - ze wsparciem
dorostych

Warto zachecac dzieci do zachowania ustawien dotyczacych prywatnosci, bezpieczenstwa i
ochrony. Jesli jednak chca zmieni¢ wybrane ustawienia, powinny mie¢ mozliwos¢
zrobienia tego w sposdb bezpieczny i odpowiedni do ich wieku.

Platformy musza;

» umoZzliwi¢ mtodym uzytkownikom zmiane ustawier w sposéb
dostosowany do ich wieku i dojrzatosci,

» zagwarantowac, Ze ich wybory pozostana zapisane nawet
po aktualizacji platformy,

» wyswietlac jasne i zrozumiate komunikaty
z ostrzezeniami, jesli dana zmiana mozZe zmniejszy¢
prywatnosc lub bezpieczenstwo konta,

» umozliwi¢ wprowadzanie zmian tymczasowych,
a nie tylko trwatych,

» od czasu do czasu prosi¢ mtodych uzytkownikow
o sprawdzenie i potwierdzenie waznych
ustawien.

Dlaczego jest to wazne? Ustawienia domyslne
pomagajg dzieciom i mtodziezy czuc sie bezpiecznie
i mie¢ kontrole nad kontem, bez poczucia
przyttoczenia lub narazania sie na niepotrzebne
ryzyko.




e. Interfejsy: projektowanie platform w taki sposob,
aby byly proste i bezpieczne w uzyciu

Interfejs to inaczej wyglad i uktad platformy internetowej - to, co widzisz na
ekranie i w jaki sposob z niej korzystasz. Dobrze zaprojektowany interfejs moze
pomoc dzieciom i mtodziezy bezpiecznie korzysta¢ z internetu, poczuc sie
pewnie i czerpac rados¢ z czasu spedzanego w sieci.

Aby zapobiec nadmiernemu przebywaniu w internecie i uzaleznieniu oraz
utatwi¢ wylogowanie sie, platformy powinny unikac takich funkgji, jak:

» niekonczgce sie przewijanie, czyli gdy strona zostanie
przewinieta do samego dotu, nastepuje automatyczne
odSwieZenie i pojawia sie nowa tresc,

» przeciggnij, aby odswiezyc’,
» ciggte powiadomienia,
» automatyczne odtwarzanie filmow,

» codzienne wirtualne nagrody, ,streak” (tzn. nieprzerwany
cigg dni, w ktorych uzytkownik wykonywat okreslong
aktywnosc w aplikacji) lub punkty, ktdre zachecajg dzieci
do uruchamiania aplikagji lub gry kazdego dnia.

Platformy muszg oferowac:

» narzedzia pomagajgce dzieciom i mtodziezy
zarzadzac czasem spedzanym w internecie, takie
jak przypomnienia o zrobieniu przerwy,

» tatwy dostep do ustawien bezpieczeristwa oraz
proste i zrozumiate narzedzia do zgtaszania
problemdw i przekazywania opinii,

» dostepnosé dla wszystkich, w tym dla dzieci
i mlodziezy z niepetnosprawnosciami lub specjalnymi
potrzebami,

» wyrazne ostrzezenia, gdy dzieci i mtodziez korzystajg
Z funkcji wykorzystujgcych sztuczna inteligencje.
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f. Systemy rekomendac;ji i funkcje wyszukiwania:
pomaganie dzieciom i mtodziezy w zachowaniu kontroli

Czy nie zastanawia Cie to, skad aplikacje mediéw spotecznosciowych lub platformy
z Twoimi ulubionymi serialami zawsze wiedza, co zaproponowac jako kolejne?
Systemy rekomendacji decyduja o tym, jakie tresci lub sugestie kontaktow
pojawiajg sie w kanatach uzytkownikéw - w tym na stronach explore (odkrywaj) - na
podstawie tego, co wczesniej polubili, obejrzeli, klikneli lub postanowili obserwowac.

Mimo ze wydaje sie to by¢ pomocne, moze réwniez prowadzi¢ do tego, ze dzieci i mtodziez
zobacza szkodliwe lub nieodpowiednie obrazy, filmy, posty lub produkty handlowe.

Platformy powinny:

» pokazywac wytgcznie tresci dostosowane do wieku,

» ograniczac ilos¢ danych gromadzonych
i wykorzystywanych do tworzenia rekomendacji,

» traktowac priorytetowo decyzje i opinie uzytkownikow,
takie jak:
> ,Pokazuj mi mniej/wiecej podobnych tresci”,
> ,Nie chce tego ogladac’,
> Nie interesuje mnie to”,

» unika¢ nadmiernego polegania na informacjach
wyrazonych pasywnie, takich jak czas spedzony na oglgdaniu
lub przeglgdaniu,

» wyjasniac, dlaczego dana tresc zostata polecona
i jak mozna to zmienic,

» umozliwiac uzytkownikom catkowite i trwate Systemy

zresetowanie ich kanatu, rekomendacji powinny
dawac dzieciom

wiecej mozliwosci,

a nie je przyttaczac.

» projektowac ustawienia systemu rekomendacji tak, by byty Przekazanie mtodym
zrozumiate, przyjazne i tatwo dostepne dla dzieci. uzytkownikom kontroli

» utatwiac zgtaszanie niepozadanych tresci - i dbac o to, aby
zgtoszenia faktycznie miaty wptyw na proponowane materiaty,

nad tym, co ogladaja,

pomaga zapewnic im

Funkcje wyszukiwania powinny: bezpieczniejsze

. . , _ i bardziej
» blokowac niebezpieczne stowa i hasztagi, pozytywne
» utatwiac dzieciom i mtodzieZy wybdr tego, co ich najbardziej doswiadczenia
interesuje. w internecie.




g. Dziatania reklamowe: pomaganie dzieciom i mtodziezy
W zrozumieniu, co jest promowane i sprzedawane

Dzieci i mtodziez - podobnie jak dorosli - nie zawsze zdajg sobie
sprawe, ze cos w internecie jest:

» reklama,
» ukryta reklama,
» ptatnym postem influencera.

Trudno jest tez dostrzec, w jaki sposob aplikacje, gry lub strony
internetowe probuja nas sktoni¢ do spedzania wiecej czasu online lub
wydawania wiecej pieniedzy. Moze to prowadzi¢ do niepotrzebnych
zakupdw, nadmiemnych wydatkdéw lub nawykdw, ktorych trudno sie pozbyc.

Platformy musza;

» wyraznie i konsekwentnie oznacza¢ wszystkie tresci reklamowe
i sponsorowane - w tym lokowanie produktow przez influencerdw,

» regularmie weryfikowac sposéb oznaczania reklam oraz konsultowac
Z dzie¢mi i opiekunami, na ile oznaczenia sq czytelne i skuteczne,

» unikac reklamowania dzieciom i mtodzieZy produktéw i ustug, ktére mogg
miec negatywny wptyw na ich prywatnos¢ i bezpieczenstwo,
» otwarcie informowac o kosztach i konsekwencjach:

> zakupow w aplikacjach,
> wirtualnych walut lub tokenow,
> innych transakgji,

» unikac taktyk wywierania presji, takich jak:
> odliczanie czasu,
> komunikaty ,kup teraz”,

» blokowac¢ dostep do wszelkich funkgji posiadajgcych elementy
hazardu, takich jak np. skrzynki z tupami w grach (tzw. loot box),

» pilnowac, aby ,bezptatne” produkty i ustugi nie wigzaty sie
Z ukrytymi zakupami,

» dbac o to, aby reklamy byty dostosowane do wieku,

» dostosowac algorytmy tak, aby dzieci nie ogladaty zbyt czesto
lub zbyt wielu reklam.

Co oznaczaja te
pojecia?

Lokowanie
produktu polega
na pokazywaniu
marki lub produktu
w materiale wideo
lub poscie w ramach
ptatnej reklamy.

Skrzynka z tupami
to cyfrowy przedmiot,
ktory oferuje losowe
nagrody, czesto
wykorzystywany
w grach.

Zakupy w aplikacji
to ustuga, ktorg
kupujesz w aplikacji,
np. dodatkowe
funkcje, wiecej zy¢,
nowe skorki lub
wirtualne monety.

Dlaczego jest to wazne? Srodki te moga pomac chroni¢ dzieci i mtodziez
przed naktanianiem ich lub wywieraniem na nie presji, aby wydaty
pieniadze, gdy nie chca tego robic.
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h. Moderacja: dbanie o bezpieczenstwo i wzajemny
szacunek na platformach

Moderacja oznacza sprawdzanie i usuwanie tresci lub kont,
ktére mogg negatywnie wptywac na prywatnos¢, bezpieczenstwo
i ochrone dzieci i mtodziezy, w tym na ich ogélne samopoczucie
fizyczne i psychiczne.

Jest to wazne narzedzie do ochrony uzytkownikow i zapobiegania
powaznym zagrozeniom, takim jak nekanie, narazenie na szkodliwe
tresci lub nagabywanie dzieci w celach seksualnych.

Platformy powinny:

» jasno okresli¢, co nalezy rozumiec jako szkodliwe
tresci i niebezpieczne zachowania,

» stosowac skuteczne metody szybkiego usuwania
szkodliwych lub nielegalnych tresci i kont,

» szkoli¢ moderatorow w rozpoznawaniu zagrozen
dla dzieci i mtodziezy, takich jak nagabywanie
dzieci w celach seksualnych lub
niebezpieczne wyzwania,

» natychmiast usuwac nielegalne lub szkodliwe
tresci,

» stosowac narzedzia zapobiegajace tworzeniu
lub udostepnianiu przez uzytkownikow
szkodliwych tresci generowanych przez

sztuczng inteligencje, Moderacja to nie
) , tylko usuwanie
» reqularnie weryfikowac i ulepszac swoje treéci - to tworzenie
systemy moderacji. bezpieczniejszej

i bardziej przyjaznej
przestrzeni w sieci dla
wszystkich.

Prawidtowa moderacja pozwala stworzy¢ przestrzen, w ktdrej dzieci i
mtodziez czujg sie bezpieczne, szanowane i wspierane.




i. Zgtaszanie: utatwianie zgtaszania
problemow i uzyskiwania pomocy

Czasami w sieci zdarzaja sie nieprzyjemne sytuacje. Mozesz
natknac¢ sie na niepokojace tresci, doswiadczy¢ nekania lub nie czu¢
sie bezpiecznie. Dlatego wazne jest, aby platformy umozliwiaty
wszystkim tatwe zgtaszanie problemow i uzyskiwanie
pomocy.

Platformy musza;

» zapewnic wszystkim uzytkownikom (w tym
osobom z niepetnosprawnosciami) proste
i szybkie metody zgtaszania naduzy¢, nekania
lub szkodliwych tresci,

» umoZzliwi¢ uzytkownikom blokowanie,
wyciszanie lub ograniczanie komentarzy
i interakgji z innymi uzytkownikami,

» zadbac o to, aby uzytkownicy nie byli
automatycznie dodawani do grup -
dotgczenie do grupy powinno nastgpic dopiero po

przyjeciu zaproszenia,

Potrzebujesz pomocy

» udzielac szybkich i pomocnych odpowiedzi,
gdy uzytkownicy zgtaszajq problem, oraz
informacji zwrotnych na temat tego, co sie stato.

w zgtoszeniu
niepokojacych tresci?
Sie¢ centrow
bezpieczniejszego
internetu w catej
Europie moze Ci
pomoc!

Centra zapewnig Ci
wsparcie, praktyczng
pomoc, porady
i kogos, kto cie
wystucha, niezaleznie
od tego, 0 czym

K chcesz porozmawiac.
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j. Narzedzia dla rodzicow i opiekunow

Rodzice i opiekunowie mogg pomaéc dzieciom i nastolatkom

w bezpiecznym korzystaniu z internetu. Platformy mogg oferowac
narzedzia, ktore temu sprzyjaja, nie pozbawiajac mtodych ludzi ich
praw ani niezaleznosci.

Jesli platformy zdecyduja sie na wprowadzenie narzedzi kontroli
rodzicielskiej jako uzupetnienie obowigzkowych zabezpieczen,
narzedzia te powinny:

» opierac sie na komunikacji i upodmiotowieniu,
a nie kontroli,

» szanowac prywatnosc dzieci i mtodziezy /
informowac je, gdy takie narzedzia sq wigczone,

» dziata¢ na wszystkich urzadzeniach i wersjach
oprogramowania,

» wspdipracowac z dostepnymi narzedziami
kontroli rodzicielskiej, takimi jak te dostepne
w telefonach lub aplikacjach.

Jestes rodzicem
lub opiekunem
i szukasz wsparcia?
W portalu Lepszy
internet dla dzieci
w sekcji Rodzice i
opiekunowie dostepne
sq wskazowki, jak
pomoc dzieciom
w wyksztatceniu
zdrowych nawykow
cyfrowych
i bezpiecznym
poruszaniu sie po

wirtualnym $wiecie. )

Narzedzia
i metody kontroli
rodzicielskiej mogg
pomoc rodzinom
w budowaniu
zaufania i wsparcia,
ale nigdy nie powinny
prowadzi¢ do
inwigilacji ani
pozbawiac dzieci ich
praw. Nie powinny one
takze zastepowac
wbudowanych
zabezpieczen
platformy.



https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
https://better-internet-for-kids.europa.eu/en/learning-corner/parents-caregivers
annar
Linea

annar
Linea


4. Kto dba o przestrzeganie przepisow aktu o ustugach cyfrowych

Kazdy kraj UE posiada koordynatora ds. ustug cyfrowych, ktdry wspotpracuje
z Komisjg Europejska w celu nadzorowania i monitorowania tego, w jaki sposob
platformy wdrazajg akt o ustugach cyfrowych.

Zeskanuj kod QR, aby dowiedziec sie,
kto jest koordynatorem ds. ustug cyfrowych w Twoim kraju.

Kazdy koordynator ds. ustug cyfrowych moze wyznaczy¢ organizacje, ktore
specjalizujg sie w identyfikowaniu i zgtaszaniu nielegalnych i szkodliwych tresci.
Organizacje te nazywane sg zaufanymi podmiotami sygnalizujacymi (trusted
flaggers). Gdy zgtaszajg zastrzezenia, platformy muszg podjac szybkie dziatania.
Organizacje te mozna poréwnac do sedziow sportowych, ktorzy egzekwuijg
przepisy i zgtaszajg wszelkie problemy i naduzycia, gdy tylko je zauwaza,

Zeskanuj kod QR, aby dowiedziec sie,
kto jest zaufanym podmiotem sygnalizujgcym w Twoim kraju.

5. Co dalej

Komisja Europejska i panstwa cztonkowskie UE beda pilnowac, aby platformy
przestrzegaty przepisow aktu o ustugach cyfrowych i zapewniaty dzieciom i mtodziezy
bezpieczenstwo w internecie. Komisja i panstwa UE wspdlnie:

» kontrolujg, czy platformy stosujg sie do wytycznych dotyczgcych
ochrony matoletnich zawartych w akcie o ustugach cyfrowych, a
w przypadku ich nieprzestrzegania wszczynajq postepowania
prawne,

» testujg i uruchamiajg unijna aplikacje do weryfikacji wieky
» opracowujg unijny plan dziatania przeciwko cyberprzemocy,

» analizujg, jak korzystanie z mediow spotecznosciowych
wpltywa na zdrowie psychiczne dzieci i mtodziezy.

Cyfrowa petnoletnos¢
Wiek, w ktorym mozesz zacza¢ samodzielnie korzystac z ustug internetowych — bez koniecznosci
uzyskania zgody rodzicow. Zazwyczaj jest to 13 lub 18 lat, w zaleznosci od przepiséw w Twoim
kraju i rodzaju ustugi.
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Petny tekst wytycznych aktu
o ustugach cyfrowych dotyczacych

ochrony matoletnich

Portal Lepszy internet dla dzieci
(Better Internet for Kids)

Niezaleznie od tego, czy jestes$ dzieckiem, nastolatkiem, rodzicem, opiekunem czy
nauczycielem, mozesz skontaktowac sie z centrum bezpieczniejszego internetu w Twoim kraju,
aby otrzymac pomoc lub informacje dotyczace wszelkich kwestii zwigzanych z internetem.

Zawsze mozesz liczy¢ na pomoc - uzyskac wsparcie w rozmowie telefonicznej, wysytajac
maila lub na czacie internetowym. Jest to bezptatne!

Niniejsza broszura w prosty sposob wyjasnia rodzinom wytyczne Komisji Europejskiej dotyczace
ochrony nieletnich w ramach aktu o ustugach cyfrowych. Pokazuije, jak platformy internetowe powinny
dbac o bezpieczenstwo dzieci i mtodziezy, stawiajac ich prawa na pierwszym miejscu, uwzgledniajac
prywatnos¢ i bezpieczenstwo na etapie projektowania ustug, weryfikujac wiek, zapewniajac domyslne
ustawienia prywatnosci, tworzac bezpieczne interfejsy, moderujac szkodliwe tresci, utatwiajac
zgtaszanie i wspierajac rodzicow. Wszystko po to, aby mtodzi uzytkownicy mogli korzystac z internetu
w wartosciowy i bezpieczny sposab.
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